SECURE COMMUNICATIONS AND INFORMATION SYSTEMS

CVI

Case Studies
<table>
<thead>
<tr>
<th>Name of Example</th>
<th>CVI Case Study</th>
</tr>
</thead>
<tbody>
<tr>
<td>Client</td>
<td>Royal Navy</td>
</tr>
<tr>
<td>Client Situation</td>
<td>TC&amp;C have delivered a CVI for a management system on a critical Royal Naval System.</td>
</tr>
</tbody>
</table>

**Task Description and Approach**
- Understand the criticality of the function it provides and the unacceptable impact to the business
- How the user will operate it in a non-office environment
- Determine what combination of vulnerabilities could be exploited to cause an unacceptable impact
- Considered the impact of alternative procedures, how long these can be sustained
- Assessed the steps and practicality of recovery to normal operation

**Project Result and Performance Assessment**
- Made recommendations to manage the vulnerabilities

**Man Days**
- N/A

**Staff**
- N/A